
GDC Rev 3 - Draft Under Silence Procedure  11 July 2024 
 

  







GDC Rev 3 - Draft Under Silence Procedure  11 July 2024 
 

   
 

“hard-to-reach” areas, and prioritize access to satellite orbits, taking into account the needs of 
developing countries. We will aim for universal access at sufficient speeds and reliability to enable 
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(d) Exchange and make publicly available best practices and use cases of digital public 
infrastructure to inform governments, the private sector and other stakeholders, building on 
existing UN and other repositories (SDGs 16 & 17); 

(e) Increase investment and funding toward the development of digital public goods and digital 
public infrastructure, especially in developing countries (SDG 17); 

(f) Encourage the formation of partnerships that bring together governments, the private sector, 
civil society, technical, academic and regulatory communities and international and regional 
organizations to design, launch and support initiatives that leverage digital public goods and digital 
public infrastructure to advance solutions for the Sustainable Development Goals (SDG 17). 

 

Objective 2. Expanding inclusion in and benefits from the digital economy for all 
18. We recognize that equitable and affordable access to digital technologies can unlock the 
potential of the digital economy for every society. We recognize digital access to encompass 
opportunities for the acquisition and development of knowledge, research, and capacity as well as 
technology transfers on mutually agreed terms. 

19. Advancing digital inclusion requires an enabling environment that encompasses policy, legal 
and regulatory frameworks that support innovation, protect consumer rights, nurture digital talent 
and skills, promote fair competition and digital entrepreneurship, and enhance consumer 
confidence and trust in the digital economy. Such environments, at international and national 
levels, accelerate digital transformation, support investment and the transfer of digital 
technologies on mutually agreed terms to developing countries.  

20. We consider that robust standards and capacity to ensure the safe, secure and resilient 
functioning of digital systems, networks and data are also essential to facilitate commercial 
transactions and enable safe, secure and trustworthy online environments. 

21. We commit by 2030 to: 

(a) Foster an open, fair, inclusive and non-
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24. We acknowledge OHCHR’s ongoing efforts to provide through an advisory service on human 
rights in the digital space, upon request and within existing and voluntary resources, expert advice 
and practical guidance on human rights and technology issues to governments, the private sector 
and other stakeholders. 

25. We call on: 

(a) Digital technology companies and developers to respect international human rights and 
principles, including through the application of human rights due diligence and impact 
assessments throughout the technology life cycle (All 
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30. We commit by 2030 to: 

(a) Create a safe and secure online space for all users that ensures their mental health and 
wellbeing by defining and adopting common standards, guidelines and industry actions that are in 
compliance with international law, promote safe civic spaces and address content on digital 
platforms that causes harm to individuals, taking into account work underway by UN entities, 
regional organizations and multistakeholder initiatives (SDGs 3, 5, 9, 10, 16 & 17); 

(b) Prioritize the development and implementation of national online child safety policies and 
standards, in compliance with international human rights law, including the Convention on the 
Rights of the Child (SDGs 3, 5 & 10); 

(c) Establish regular collaboration between national online safety institutions to exchange best 
practices and develop shared understandings of actions to protect privacy, freedom of expression 
and access to information while addressing harms (SDG 17);  

(d) Ensure laws and regulations on the use of technology in areas such as surveillance and 
encryption, are in compliance with international law (SDGs 10 & 16); 

(e) Develop, in consultation with all relevant stakeholders, effective methodologies to measure, 
monitor and counter all forms of violence, including sexual and gender-based violence, which 
occurs through or is amplified by the use of technology (SDG 5); 

(f) Monitor and review digital platform policies and practices on countering the child sexual 
exploitation and abuse which occurs through or is amplified by the use of technology (SDG 3). 

31. We further urgently: 

(a) Call on digital technology companies and developers to engage with users of all backgrounds 
and abilities to incorporate their perspectives and needs into the life cycle of digital technologies 
(SDGs 5 & 10); 

(b) Call on digital technology companies and developers to co-develop industry accountability 
frameworks, in consultation with governments and other stakeholders, that increase transparency 
around their systems and processes, define responsibilities and commit to standards as well as 
auditable public reports (SDGs 9 & 17);  

(c) Call on digital technology companies and social media platforms to provide online safety-
related training materials and safeguards to their users, and in particular, related to children and 
youth users (SDG 3); 

(d) Call on social media platforms to establish safe, secure and accessible reporting mechanisms 
for users and their advocates to report potential policy violations, including special reporting 
mechanisms adapted to children and persons with disabilities (SDG 3). 
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Cross-border data flow  

45. Cross-border data flows are a critical driver of the digital economy. We recognize the potential 
social, economic and development benefits of secure and trusted cross-border data flows, in 
particular for micro, small and medium enterprises. We will identify innovative, interoperable and 
inclusive mechanisms to enable data to flow with trust within and between countries to mutual 
benefit, while respecting relevant data protection and privacy safeguards and applicable legal 
frameworks. 

46. We commit by 2030 to advance consultations among all relevant stakeholders to better 
understand commonalities, complementarities, convergence and divergence between regulatory 
approaches on how to facilitate cross-border data flows with trust so as to develop publicly 
available knowledge and best practices (SDG 17). 

 

Interoperable data governance 

47. We will promote and support interoperability between national, regional and international data 
policy frameworks. In this context, we request the Commission on Science and Technology for 
Development to establish a dedicated working group to engage in a comprehensive and inclusive 
multistakeholder dialogue on data governance at all levels as relevant for development. We 
encourage the working group to report on its progress to the General Assembly, by no later than the 
81st session, including on follow up recommendations towards equitable and interoperable data 
governance arrangements, which may include fundamental principles of data governance at all 
levels as relevant for development; proposals to support interoperability between national, 
regional and international data systems; considerations of sharing the benefits of data; and options 
to facilitate safe, secure and trusted data flows, including cross-border data flows as relevant for 
development (All SDGs). 

48. We will continue discussions in the United Nations, building on those outcomes and 
recognizing the ongoing work of other relevant bodies and stakeholders, including the United 
Nations Statistical Commission, in our efforts to pursue common understandings for data 
governance at all levels, as relevant for development (All SDGs). 

 

Objective 5. Enhance international governance of artificial intelligence for the benefit 
of humanity 

49. We recognize the need for a balanced, inclusive and risk-based approach to the governance of 
artificial intelligence, with the full and equal representation of all countries, especially developing 
countries, and the meaningful participation of all stakeholders.  

50. We recognize international, regional, national and multistakeholder efforts underway to 
advance safe, secure, and trustworthy AI systems. We urgently need to inclusively assess and 
address the potential impact, opportunities and risks of AI systems on sustainable development 










